
Understand how to best manage your modern desktop and Windows devices, to keep your data secure in the Cloud with Microsoft 

Endpoint Manager. Endpoint Manager includes the services and tools you need to manage and monitor mobile devices, desktop computers, 

virtual machines and more. During this workshop, our Transparity experts will provide a deep dive into the vast capabilities of Endpoint 

Manager and showcase how you can get the most out of this tool.

Workshop highlights

Ready to learn more? Just email hello@transparity.com and we will contact you with a choice of dates.

Get in touch

Your modern desktop management 
tool

Endpoint Manager for 
Windows Workshop

Workshop outcomes and next steps
Following the workshop, you will have gained an understanding of Windows Device Management as well as the Enrolment and Life-cycle 
capabilities within Endpoint Manager. Working with our expert you will have agreed and scoped a suitable POC deployment of Endpoint 
Manager, including Device Configuration and Compliance Policies​. The suggested next steps involve a wider deployment of Endpoint 
Manager with Advanced Policy and Applications, targeted deployment of Access Reviews & Entitlement Management and consideration of 
Mobile Capabilities, including both MDM and MAM​. Finally we recommend further scoping of Microsoft 365 features, such as Defender for 
Endpoint and Conditional Access.

Understand the Capabilities 
of Endpoint Manager for 

Windows Devices

•	 Configuration Capabilities

•	 Enrolment Scenarios 
(including Autopilot)

•	 Device Life-cycle

•	 Windows Updates

Shape and Deliver Initial Proof 
of Concept Deployment

•	 To include a combination 
of configuration 
capabilities and enrolment 
via Autopilot

•	 Limited to circa. 5 
Windows Devices (unless 
otherwise agreed)

•	 Devices can be cloud 
only or hybrid joined, 
depending on scoping and 
complexity

Supported Device Testing/
Showcase

•	 Device Enrolment

•	 Device Reset/Wipe

•	 Management and Insights

•	 Software Deployment

Plan for Further M365 
Capabilities

•	 Using Device Compliance/
Status in Conditional 
Access Policies

•	 Defender for Endpoint
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